
  

                                                                                                                

      

Cyber Security Internship in Bangalore at Cyber-Warfare Labs  

  

Company  

     Cyber warfare is currently incubated at C3i Hub, Start-up Incubation and Innovation Center,        IIT Kanpur, 

focused to produce cyber security experts with 360-degree skills to combat security threats across the 

internet, cloud, and organizations.  

  

        And the industry is taking notice:  

• In creating Cyber Security expert at the comfort of your home.  
• By enrolling in diverse-set of cutting-edge practical and innovative Cyber Security Courses from Cyber 

Warfare   

• By helping the students select their desired courses at the earliest  
• Creating a defensive mechanism through an offensive process  

  

       Our Commitments to You  

      Great Work Culture, Superb and Friendly Teams, Flexible Shift Timings, Remote Working           Facility.   

        Roles and Responsibilities  

• Basics of Web & Network Application security  

• Carry out application, network, systems, and infrastructure penetration tests  

• Review physical security and perform social engineering tests where appropriate  

• Evaluate and select from a range of penetration testing tools  

• Keep up to date with the latest testing and ethical hacking methods  

• Deploy the testing methodology and collect data  

• Report on findings to a range of stakeholders  

• Make suggestions for security improvements  

• Enhance existing methodology material  
• Should have good soft skills  

  

            

  

https://www.linkedin.com/company/c3i-hub/
https://www.linkedin.com/company/c3i-hub/


  

         

       Internship Type:-   

       Full Time   

         

       Type of Candidates who can apply  

• The candidates studying in IIT Kanpur  
• Candidates outside IIT Kanpur  
• Women willing to start their career  

  

        Stipend  

        Best in the industry  

  

        Language  

• Should be proficient in English  
• Should be proficient in Hindi  

  

      

       Skill(s) Required  

• Window & Linux OS  
• Basics of Programming Languages   
• Basics of C, C#, Python, JavaScript  

          

         Number of Openings  

          4  

  

        Benefits and Perks at Right-point  

• Public Holidays  

• Remote Working Facility  

• Flexible Work Schedule  

 Applicants are requested to forward the CV/Resume to @CyberWarFare Jobs. 

 

  

  

  

  

mailto:careers@cyberwarfare.live

